Abstract—A recent development in enterprises is growing with high number of customized users. As the number of user’s increases, the size of network channels also increases. In some scenario, the user may be normal or malicious users. Some target based attacks are performed to degrade the server’s performance. Differ from traditional attacks, these sort of targeted attacks are defined by the experter’s and network traces are used for detecting the attacks. In this paper, we propose multivariate correlation analysis to detect the target based attack, named malware propagation attack. The geo-positions of the users are estimated for detecting the attacks. Experimental design shows the efficiency of the system.
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I. INTRODUCTION

With the evolution in network security, the mobile devices such as mobile phones, personal digital assistants, net books and tablets are widely connected [1]. Generally, network is defined as the collection of two or more networks that are combined together. There are different kinds of networks, but computer networks are widely studied by the researchers. The computer networks are mainly used for exchanging the information. The ingress data are transformed into packets. Then these packets are transferred to the network channel. The network connections are mainly by associated wires. Computer networks differ in the transmission media used to carry their signals, the communications protocols to organize network traffic [2], the network's size, topology and organizational intent. In most cases, communications protocols are layered on (i.e. work using) other more specific or more general communications protocols, except for the physical layer that directly deals with the transmission media. Computer networks support applications such as access to the World Wide Web, shared use of application and storage servers, printers, and fax machines, and use of email and instant messaging applications [3].

Presently, the malicious activities are handled using two approaches. These are categorized into features based on their malicious activities. Traditional methods [4] were designed based on signature based detection approach. Some techniques are designed by creating signatures. If doesn’t meet the requirements of the malicious, then it is known as zero day attacks. If any new malicious activity is found, it is matched with instances and new signature is generated. Knowing the weakness of detection systems malware designers developed code obfuscation techniques like code reordering, garbage insertion, variable renaming to disguise their content [5].

The rest of the paper is organized as follows: Section II describes the related work; Section III discusses about the proposed work; Section IV describes the experimental results of the proposed work and at last concluded in Section V.

II. RELATED WORK

In order to detect the attacks in the medical field, various techniques have been studied. In this section, we describe about the established techniques. Let us review about the categories presented in Intrusion Detection Systems. The categories in IDS are listed as follows:

a) Host based IDS: Host based interruption identification framework is utilized on the gadget that is being checked. It comprises of operators who are dependable to recognize interruptions by checking the logs, framework calls or any changes to the record frameworks.

b) Network based IDS: This method screens the continuous activity on the system to distinguish any live aggravations or infiltration endeavors. This requires a NIC card to catch and screen all activity that passes through the system. It thus contains a sensor module fit for breaking down a positive match with any danger designs inside its database.

c) Signature based IDS: Signature based interruption location takes a shot at predefined marks. This system is proficient for assaults that is already been known and assist relies on upon ceaseless redesigning of its signature databases. The weakness
of this framework is that it purposely comes up to obscure the assaults.

d) Behavior based IDS: Behavior or Anomaly based interruption location framework is equipped for distinguishing obscure assaults and assailant designs. The real burden of such frameworks is characterizing its gadget on its host.

Shuyuan Jin et al investigated Multivariate Correlation Analysis to detect the SYN flooding attacks. It effectively identified the normal and traffic creating attacks. According to the variant intensities, the behavior pattern of unknown attacks is effectively monitored. The linear complexity of the method makes its real time detection practical.

Mihui Kim et al presented the hybrid data mining approach to detect the DDoS attacks. The feature selection mechanism is employed to select the important attributes. Their proposed algorithms exhibited high accuracy rate in the real networks.

Aikaterini Mitrokotsa et al predicted the DDoS attacks using Self-Organizing Maps. They targeted to detect the unknown and known patterns of the network traffic. The network events are checked out and create in log events of network traffic. Extensive simulations show the effectiveness of this approach compared to previously proposed approaches regarding false alarms and detection probabilities. A Change-Point Monitoring (CPM) was invented by Haining Wang Danlu Zhang Kang G. Shin to detect the Denial of Service attacks. To make the detection mechanism insensitive to sites and traffic patterns, a non-parametric Cumulative Sum (CUSUM) method is applied to make the detection system robust. CPM does not require per-flow state information and only introduces a few variables to record the protocol behaviors. The statelessness and low computation overhead of CPM make it immune to any flooding attacks. The most common DoS attack. The evaluation results show that CPM has short detection latency and high detection accuracy.

III. PROPOSED FRAMEWORK

In this section, we explain about the proposed framework used for detecting the malware propagation attacks. The system architecture is given in Fig. 3.1. The proposed framework executes in four phases. It is listed as follows:

- a) Formation of networks
- b) Malware propagation
- c) Filtering malware detection
- d) Performance evaluation

Fig.3.1 System Architecture

A. Formation of networks

The networks are formed by different number of hosts that follows the power law. By exploring the power law, the network size is determined for the increasing population. The greedy algorithm is used for defining the nodes in networks. The malware spreading model is designed as epidemic model to detect the malware attacks. Since our model creates malware infected nodes that simulate malware attacks by nodes. As we have claimed that this model characterizes the MMS and proximity malware spreading, we validate the malware spreading in both the proximity and MMS scenarios.

B. Malware Propagation

The malware propagation is injected in three stages, namely,

- a) Early stage: It depicts about the malware that infects the systems at the least percentage. The propagation is done using exponential distributions.
- b) Final stage: The host system is fully compromised by the malwares.
- c) Late stage: It depicts the time taken by the early stage and final stage.

C. Filtering malware detection

The malware may occur in the networks in distributed manner. The similar networks may carry multiple malwares. The facts behind different malwares are that they produce the different vulnerabilities. So it’s a necessitate one, to formulate different mathematical model for each malwares in order to avoid the collisions. The network layers contain network modeling methods.

D. Performance evaluation

Our experimental analysis also shows that the spreading model doesn’t make use of power law. Android model is used for sharing the malware protection and to decrease the number of specific vulnerabilities.
IV. EXPERIMENTAL DESIGNS

This section explains about the experimental analysis of the systems. The designs are explored as follows:

Fig. 4.3. Main Page of the proposed system
Fig. 4.4 uploading the malware file–Attacker model
Fig. 4.5 Malware spreading model
Fig. 4.6 Viewing the malware spreading in the system
Fig. 4.7 Malware attack is injected to the system
Fig. 4.8 Using network analyzer tool, the drivers are analyzed
Fig. 4.9 viewing the class path of the drive
V. CONCLUSION

This paper explains about the malware propagation in large scale networks. Both the upper layer and lower layer in the network layer are modeled for analyzing the distributing environment. A proximity and MMS malware based propagation models are designed. The algorithm is scattered for each network layer. It acts as centralized solution. The intention of this study is to reduce the propagation attacks and enhance the efficiency of the system. Therefore, security and authentication mechanisms should be considered. From the aspect of malware, since some sophisticated malware that can bypass the signature detection would emerge with the development of the defense system, new defense mechanisms will be required.
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